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Appendix

An Approach to Risk Assessment

A-1. -- Introduction.

This appendix describes a very generalized technique for conducting risk assessments.  It was originally published by the old Directorate of Aerospace Safety as a document called “A Risk Management Guide for Air Force Operations” to help our own people as well as using commands assess and find means to minimize risks.  It was later incorporated in AFP 127-5, “Risk Assessment for Air Force Safety Modifications” with changes to address the role of the (system) program manager instead of the operational commander.  This version attempts to address both roles, and can be used to evaluate overall mission risks or to assess the risk contributed by an identified deficiency.  Because the suggested technique is both general and comprehensive it is applicable regardless of the situation and who is the final decision-maker.  It is not necessary to conduct the analysis from scratch for each situation.  Prior analyses of the baseline mission and system can be built upon to provide insight into new risks and controls.  The risk assessment process is a detailed expansion of the risk assessment discussion in Chapter 18 of this handbook as depicted in Figure 2 from that chapter.  Figure E-1 expands that previous figure, and will be the primary reference for our discussion.

a.  As a starting point, one should assess the mission and system and ask a series of questions such as:  “Have we or other units with similar missions or equipment done this mission before?  If so, are the elements required to accomplish the mission, such as the aerospace vehicle, personnel experience or armament any different from previous missions?  Is the environment any different between that experienced in the past versus what is now proposed?  Are mission parameters the same?  Essentially, what should be established here is that, if a “baseline” exists, one may be able to extrapolate or interpolate a certain cargo-type aircraft has a to determine the risk involved in changes to the baseline.

b.  A cursory examination of a hypothetical situation will help to illustrate this method.  Let us assume that landing phase mishap rate of 5 mishaps/l,000 landings during daytime assault landings.  A planned exercise calls for night assault landings using the same aircraft, something that this unit has not previously attempted.  Analysis shows that the only condition being changed is the environment from daylight to darkness.  Comparison of all past mishaps for that aircraft reveals that the mishap rate is doubled at night.  Analysis of pilot training received and experience level of pilots indicates that pilots are not as well qualified for the night mission.  With this added information and perhaps other considerations, such as the analyst’s intuition, a rate of perhaps 14 mishaps per 1,000 landings may be derived.  The operations plan for the exercise requires 200 nighttime assault landings, which translates to 2.8 expected mishaps for the exercise.  Armed with this information, management can proceed with a decision to accept or reject the risk, to cancel the operation or modify the operation in some way to reduce the risk.

c.  A good case can be made for the argument that we have done most missions before and virtually anything we do is merely a variant of previous missions.  Mishap data for past missions by type weapon system are available from HQ AFSC/SER.  For most cases, SER has developed a mishap potential index for each weapon system under various mission and environmental conditions.  This information alone provides an excellent assessment of the risk involved and can be provided to the operational units.

d.  In some cases, the operational units may feel that the mission or exercise is too much removed from what had been done in the past to draw a meaningful relationship or comparison.  The proposed operations, or anything similar, may never have been attempted.  When these situations exist, the procedure illustrated in Figure A-1 is useful and should be tailored to the unit’s specific need.  The procedure helps to answer the following questions:

(1) What are the requirements and characteristics of the elements we are dealing with?

(2) What problems or hazards are associated with these elements?

(3) How frequently can we expect mishaps to occur, and how severe are they?

(4) What can we do to alleviate problems?

e.  A structured approach to answering the above questions, at least in part, is described in this appendix.  Each block number is keyed to Figure E-1.  The approach is comprehensive, but the analyst should concentrate on those portions most applicable to the specific risk assessment being accomplished.  Judgment, based on consideration of the identified deficiencies, must be used to determine those portions requiring evaluation.

A-2. -- Define Mission Requirements/Elements (Block 1).

The first logical function in performing a risk analysis is to learn as much as possible about the operation to be conducted or the mission of the system being analyzed.  Many weapon systems remain in the inventory much longer than originally planned, and are assigned missions completely different than what the original planners had in mind 20 or 30 years before.  This leads to a number of potential safety problems.  For example, flying at altitudes and airspeeds other than originally intended, carrying payloads or cargo that are far from being optimized for a particular airframe, extending operating limits or life, or operating in a weather environment that was not even considered when the system was designed.

It is, therefore, extremely important to understand the system and the requirements imposed on it today, not as it was initially designed or envisioned.  Many questions can be asked.  What are the parameters:  altitude, speed, number of sorties, number of launches, duration etc.?  What aerospace vehicle and subsystems are to be used?  How will the operations be controlled?  Is there an operations plan, logistics plan, test plan, safety annex?  What are the personnel qualification requirements?  How closely is the operation expected to simulate actual combat conditions?  Will we be working with other services or allies?  Are there any special requirements such as quick-turn refueling or ammo loading?  When a thorough understanding of the mission is obtained and the elements required to accomplish the mission are identified, then each element can be individually analyzed for any inherent hazards or potential conditions that could lead to a mishap.  Reference Figure A-1.

•  Mission (original baseline)
•  Mission (new baseline)
•  Elements

••  Aerospace Vehicle/Subsystems
••  Organizational/Personnel
••  Procedures
••  Environment
••  Support Equipment
••  Hazardous Materials
••  Payload/Armament
••  Facilities

Figure A-1. -- Mission Requirements/Elements

A-3. -- Identify Hazard/Mishap Causes (Block 2-9).

Based on the mission definition in Block 1, the analyst is now able to identify the applicable mission elements (weapons system/subsystems, personnel, procedures, environment, support equipment, payload/armament, and facilities) and potential hazard/mishap causes.  A suggested approach is to take each element and list all known potential mishap conditions.  This is no easy task; however, the suggested lists, which are by no means intended to be all inclusive, are included in Figure A-2 through A-8 for each of the elements.  These lists will define those hazard conditions that should receive further evaluation.

a.  As a general guideline, development of these lists should be predicated upon close scrutiny of existing energy sources -- electrical, mechanical, thermal, radiant and chemical.  Uncontrolled or undesirable transfer/loss of energy can be traced as a basic cause of many of our mishaps.  An in depth review of past mishaps will show this theory to have a good basis in fact.  Any mishap prevention effort involving Air Force systems and operations should include a search for sources of available energy -- electrical, mechanical, thermal, radiant, and chemical -- existing in the weapon system or subsystem, mission environment, facilities or equipment.  As “energy hazards” are identified the analyst should identify unnecessary sources of energy that could be eliminated and search for means that are, or should be, incorporated to reduce and control the level of energy, control the transfer of energy, absorb free energy or isolate energy sources so as to minimize damage.  Ideally, eliminating the source of the energy hazard is most desirable.  However, recognizing that this is seldom possible, means for controlling energy -- preventing hazardous accumulation or amounts; modifying or preventing the release; isolating the source; providing barriers to shield, protect, block, and attenuate -- should be actively pursued.  When appropriate, energy monitoring devices (meters and gauges) should be installed to inform the operators of the presence and level of an energy source.  This type of evaluation will be invaluable in determining the likelihood of a mishap occurring and the severity of the mishap should it occur.

(1) Electrical Energy.  In carrying out most Air Force operations, use of some type of electricity is involved.  An electrical circuit powered by any means of power generation carries with it the potential for electrical shock, burns and damage to equipment.  A safety evaluation should include a search for possible causes which may include dirt, corrosion, moisture, fraying or chafing of wires, faulty or erroneous connection, exposure of bare conductors, improper voltage/current flow, power source failure, stray current/electromagnetic interference or presence of loose foreign objects (loose solder, components, or tools).

(2) Mechanical Energy.  The category of mechanical energy transfer includes a wide variety of physical events resulting from a change in velocity or direction.  Falling objects, impact, breaking, shearing, fracture and acceleration/deceleration are commonplace events.  Impact is generally classified as active (a person or equipment running into a fixed object or falling from heights) or passive (a falling or moving object striking a person or equipment).  Power machinery, hand tools, hydraulic and pneumatic devices, vehicles, cables, ropes, chains, storage tanks, valves, armament and structures serve to illustrate the wide range of hazard sources involving transfer of mechanical energy.  In general when dealing with mechanical energy transfer, one has only to consider kinetic energy (energy of a body resulting from its motion) and potential energy (energy such as in a coiled spring or tank of high-pressure gas).

(3) Thermal Energy.  In this category of energy transfer, the prime concerns are fire and excessive heat that can lead to injury, possible death or damage to equipment and property.  A myriad of combustible materials are involved in Air Force operations (fuels, solvents, lubricants, gases, various solids, etc.).  The analyst should be familiar with the properties of these combustible materials and the events that could initiate combustion.  Engine starts, braking, an open flame, electrical arcing, lightning, static discharges, hot particles or metal and chemical reactions are examples of events that could provide an ignition source.

(4) Radiant Energy.  Sometimes overlooked in a hazard analysis are the dangers presented by radiant energy from both natural and man-made sources.  Solar radiation, which can cause burns, blindness and sunstroke, and cosmic radiation are the prime sources of natural radiant energy.  When dealing with Air Force weapon systems and equipment, man-made sources of ionizing radiation (alpha, beta, and gamma rays from radioactive isotopes and x-rays from x-ray machines and televisions) and non-ionizing radiation (infrared and ultraviolet light, lasers, microwaves) generally present more concern.  Knowledge, awareness, and appropriate protection are prime considerations when working with these “invisible” hazard sources.  For example, an aircraft radar radiating the fuel tank of another nearby aircraft could result in an explosion; or a person unaware of the hazards of a laser beam may fail to wear an appropriate eye protective device (proper wavelength and optical density), stare into the beam, and end up with severe corneal or retinal injury.

(5) Chemical Energy.  The transfer of chemical energy has the potential for explosion injury, toxicity (ingestion, inhalation, or absorption through the skin), and burns to humans as well as damage to equipment from an explosion (mechanical and thermal energy also involved) or corrosion.  Typically, what should be evaluated are incompatibilities among certain chemicals, incompatibilities between chemicals and other materials (metal containers, plastic plumbing, rubber seals, etc.) and electrolytic action (dissimilar metals) which may produce a hazardous or otherwise undesirable reaction.  Potential for leakage or other forms of undesired release should be thoroughly considered in the evaluation.

b.  Aerospace Vehicle/Subsystem Analysis (Block 2).  The aerospace vehicle and any key subsystems to be employed in accomplishing the mission should be analyzed for existing sources of available energy as described above.  This is a good method of starting an analysis since some form of energy flow is involved in virtually every mishap.  An assessment of the various energy sources provides a good framework for this analysis.  In many cases, a single energy source can present a problem; for example, electrocution.  In other cases, it may take a combination of these energy sources, such as bursting of a high-pressure tank (mechanical) releasing a flammable fluid which, when combined with oxygen and an ignition source (thermal), could result in a catastrophic explosion.  When analyzing a weapon system such as a fighter aircraft, a subsystem-by-subsystem (engines, landing gear, flight controls, etc.) assessment can be very revealing, particularly in what we classify as logistics-caused failures.  The operational phases of the aircraft’s mission (taxi, takeoff, cruise, approach, landing, etc.) provide another means for uncovering potential problem areas.  Analysis of this element is one of the key activities of the overall risk analysis.  A review of this portion of the analysis by competent system operators and maintenance personnel will help verify the identification of the hazards.  Figure A-2 can serve as a starting point for analyzing the system and subsystems.

•  Fire
•  Explosion/Implosion/Overpressure
•  Electrocution
•  Electrical Burns
•  Electrical Failure
•  Inadvertent Electrical Activation
•  Structural Failure
•  Radiation
•  Engine Failure
•  Mechanical/Hydraulic Failure
•  Humidity
•  Leakage
•  Impact
•  Corrosion/Toxicity
•  Acceleration
•  Air/Fluid Contamination
•  Extreme Heat/Cold
•  Excessive Noise/Vibration
•  Flooding/Loss of Buoyancy
•  Instrument Readability
•  Control Accessibility
•  Software Hazards

Figure A-2. -- Element:  Aerospace Vehicle/Subsystem (Block 2)

c.  Personnel (Block 3).  Analysis of the next element, personnel, should ideally be accomplished by a human factor engineer or someone thoroughly versed in human factors.  Recognizing that these types of disciplines are seldom available in operational units, the analyst normally will defer to those with previous similar weapon system or mission-related experience.  Flight surgeon assistance can be used to complete this block.  The key to analyzing this element lies in understanding the role each person plays in accomplishing the mission, the demands the mission places on the person, the type of person involved (age, experience, attitude, maturity, etc.) and the possibilities of human error leading to a mishap.  Once again a prerequisite is total understanding of the mission or operation to be performed.  In turn, the analyst should assess whether the number, types, and qualifications of the people identified to carry out the operation are adequate to do the job safely.  Human capacities, skill levels, tendencies, susceptibilities, and attitude can all have an effect.  These factors should help to determine the amount of supervision and training required to minimize human error.  Certain permanent or temporary conditions of the human, such as color blindness or fatigue, will play a key role in human error-caused mishaps.  The potential effects of these conditions should be carefully analyzed.  In operations involving military services of other countries, communications may have a critical effect on safety, particularly when there is a language barrier among the participants.  Additionally, factors such as emotional instability and stress could impact mission safety.  Their contribution as potential causal factors should be cited.  Many of the potential cause factors are listed in Figure A-3.

•  Supervisory Factor
•  Experience
•  Acceptance of Responsibility
•  Morale
•  Qualifications/Intelligence
•  Training (including emergencies)
•  Illness/Physical Disability
•  Vertigo/Disorientation
•  Visual Illusions
•  Alertness.
•  Responsiveness
•  Perception/Human Factors
•  Reactions
•  Sight/Color Blindness
•  Hearing
•  Strength/Fatigue
•  Stress (physical, psychological, physiological)
•  Buddy System Reliance
•  Emotional Stability
•  Physical Fitness
•  Communication/Language Problems
•  Clothing/Protective Gear
•  Boredom/Complacency
•  Fixation/Hypnosis
•  Efficiency.
•  Capability (task loading)
•  Overconfidence

Figure A-3. -- Element:  Personnel (Block 3)

d.  Procedures (Block 4).  Block 4, Procedures, covers a lot of territory and is worthy of in depth treatment.  In general, we are concerned with procedures which, if improper, could result in death, injury or equipment damage/loss.  Many of the procedure-related causal factors are listed in Figure A-4.  The mishap may occur while the improper procedure is being applied or at a subsequent time as in the case of mishaps which result from previous faulty maintenance.  One means of illuminating this subject is through a task analysis to help determine workload, criticality of timing and coordination, necessity of the procedure, protective equipment required, emergency procedures and criticality of a particular task to the safety of the overall mission.  Adequacy of tech data can be ascertained and the evaluator can also get an idea of how tedious, boring, tiring, and difficult the task is.  Procedural task analyses may even find that certain safety equipment or devices actually hinder rather than help in the prevention of mishaps.  For example, use of certain types of protective eye goggles during hazardous activity may degrade vision to a point where a mishap far more serious than eye injury is probable as a result of impaired vision.  A dry run of the procedures may prove the tech data to be in error, ambiguous or confusing.  Such a task analysis should also help to determine supervisory and training requirements.  Also classified under procedures should be any caution and warning notes (in the tech data) or posted signs and their conspicuity.  Several facets must be kept in mind at all times when analyzing procedures.  They are:

(1) Murphy’s Law.  If the task or procedure can be performed incorrectly, it eventually will be done that way.

(2) If the procedures are lengthy, tedious, strenuous, uncomfortable or require patience, the operator may tend to skip steps or take shortcuts.

(3) Procedures that appear to be very simple and straightforward may lull you into a false sense of security.

(4) The way equipment is used leads to more mishaps than faulty equipment design.

(5) Unnecessary or extraneous steps should be eliminated from the procedures.  The operators will skip these extraneous steps and, in turn, may start to skip critical steps.

(6) Some personnel “know it all.”  They have a disdain for checklists and procedures.  Although they may be highly experienced, they may also take the greatest risk and be more prone to mishaps.

(7) Procedures that require intense concentration for long periods of time should be minimized or eliminated especially when interruptions or distractions could cause a person to lose his place in the procedure and possibly lead to a mishap.

(8) Checklists should be clear, concise and easy to follow.

(9) Procedures should identify all the proper parts, tools and equipment a person may need before the task is started.  Once a job is started, the operator may be reluctant to stop the task to obtain the proper supplies and may delete an important step such as application of a sealant or the use of a wrong part.  If the task is stopped to obtain the necessary material, the person may forget where he/she was in the procedure.

(10) Procedures requiring excessive communication between persons should be minimized especially when failure of the communications system or misinterpretations could lead to hazards.

(11) Training and qualifications required should be analyzed with the thought of how much on-the-job supervision will be available.

(12) Backout or emergency procedures should be simulated in as realistic a manner as possible and carefully tested for all possible contingencies.

•  Communications/Navigation Aids
•  Supervisory Requirements
•  Conciseness/Clarity/Ambiguity
•  Emergencies/Backouts
•  Tech Data/Checklists/Placards
•  Buddy System
•  Requirements for Attentiveness
•  IFR/VFR Conditions
•  Procedures Review
•  Length/Repeatability
•  Conformability
•  Necessity
•  Specialized Training
•  Effects of Interruption
•  Clothing Compatibility
•  Instructions for Anomalies
•  Hurried Judgments
•  Protective Gear
•  Specialized Equipment
•  Servicing
•  Maintenance/FOD Prevention
•  Testing
•  Operations/Crew Discipline and

Coordination

•  Proximity of Instructions, Tables and Charts
•  Checkout Procedures
•  Criticality of Adjustments
•  Criticality of Control Settings, Control
•  Sequencing

Figure A-4. -- Element:  Procedures (Block 4)

e.  Environment (Block 5).  The environment, Block 5, plays a key role in Air Force mishaps.  This element is often the only meaningful change from the norm or baseline.  That is, missions that are relatively low risk during good weather and daylight conditions may present an unacceptably high risk when attempted under inclement weather and nighttime conditions.  Over the years we have learned a lot about weather and other natural phenomena.  We have learned of environmental effects, how to improve forecasting techniques and how to design to minimize or eliminate the damaging effects.  Risk analyses of Air Force operations should fully consider the environment, whether natural or induced, in which the operation is to be conducted.  The environment may have an effect on the equipment being used or the person conducting the operation.

(1) Under the term “natural environment” is an extensive list of meteorological and other natural conditions.  High crosswinds may cause landing problems.  Extreme cold may cause carburetor icing.  High humidity may cause personal discomfort and lead to human error.  Lightning could cause a fuel tank to explode.  A new operating locale may present a problem in terms of weather and topography:  warm, clear weather versus cold weather and limited visibility; or smooth, level desert versus mountainous terrain.

(2) Artificial or induced environment includes the environment created by man or induced by the machine.  Examples include pressurization systems such as those used to pressurize aircraft cabins, the “g” conditions under which a pilot often operates, toxic or asphyxiating environments, and the temperature and humidity control systems in aircraft or buildings.

(3) In compiling a preliminary hazard list (Figure A-5), the analyst should identify the natural and artificial environmental conditions under which the operation is expected to take place.  By itself, the environment may not be a hazard.  However, it will receive major consideration during the interface analysis particularly in how it affects man and the weapon system or subsystem.

•  Acceleration
•  Deceleration
•  Visibility (clouds, darkness, brightness, observation)
•  Humidity/Rain
•  Temperature
•  Radiation
•  Pressure
•  Vibration
•  Magnetic Fields
•  Contamination/Pollution
•  Wind.
•  Noise/Acoustics
•  Lightning
•  Snow/Icy Surfaces
•  Ice/Sleet/Hail
•  Turbulence
•  Asphyxiation
•  Topography/Terrain
•  Midair Collision
•  Ground Collision
•  Birdstrike
•  FOD Potential
•  Effects from Other Systems (jet engines, rotors)

Figure A-5. -- Element:  Environmental (Block 5)

f.  Support Equipment (Block 6).  An area often overlooked in assessing risk is the general area of support equipment.  Much of this equipment is mission essential and has a direct bearing on the safety of operations and support functions.  Safety files are full of mishap and incident reports where maintenance, servicing, test equipment and tools contributed either directly or indirectly to mishaps.  Examples include improper tools, instruments that are out of calibration, motorized vehicles striking aircraft, missile handling cranes running off the road, improperly grounded refueling systems and improperly secured loads on forklifts.

Analyzing mission support equipment requires an in depth review of the operations plan, test plan and any technical manuals or checklists that call out support equipment requirements.  Inputs from ground safety, maintenance, servicing, test support and transportation supervisors will help to illuminate this subtle, but important, mission element.  Figure A-6 lists many of the items to be analyzed.

•  Load Tolerance/Limit
•  Special Adapter Requirements
•  Securing of Load
•  Movement/Motion Clearance
•  Ignition Sources
•  Fire/Explosion
•  Fuel/Toxicity/Exhaust
•  Operator Visibility
•  Warning Device Requirements
•  Deadman Controls
•  Adequacy of Tools
•  FOD Potential
•  Mechanical/Hydraulic Failure
•  Electrical Shock/Burns
•  Electromagnetic Radiation
•  Noise Levels
•  Tool/Instrument Calibration

Figure A-6. -- Element:  Support Equipment (Block 6)

g.  Hazardous Materials (Block 7).  This element received inadequate attention for many years.  Legislation now on the books as well as greater concern for both the environment and the costs to clean it up have brought increased emphasis to the issue of hazardous materials.  Consideration must be given to use, handling, storage, transportation and disposal of hazardous materials either contained in the system or used in its support.

h.  Payload/Armament (Block 8).  This area could properly be considered under Block 2 as a subsystem; however, we cover it separately because of the unique explosive hazards inherent in the payload and armament area.  Virtually any mishap associated with this mission element could prove to be catastrophic.  Hence, this element deserves specialized, in depth treatment.

(1) Some ordnance and pyrotechnic devices are directly associated with the weapon system such as those devices found in ejection seat systems or strategic missile holddown bolts.  While the items should be analyzed as part of Block 2, the effects of mishaps associated with these devices are similar to what one might expect from payload/armament mishaps.

(2) Units concerned with nuclear munitions will have at least one individual well versed in nuclear safety and surety and the person performing the risk analysis should defer to that individual’s knowledge and experience.  Likewise, nonnuclear munitions personnel are knowledgeable on all safety aspects of the weapons in their custody and serve as a reservoir of knowledge to help develop a preliminary hazard list.  The major output of this initial effort is to define the characteristics of the weapons to be used during the operation and the potential hazards these weapons represent.

(3) Characteristics of weapons include explosive propagation, sensitivity and blast effects.  Some potential mishap causal factors are cracked propellant grain, corrosion, vibration, shock, careless or rough handling and electromagnetic interference.  A more thorough list is contained in Figure A-7.

(4) The presence or absence of certain safety features should be noted.  Explosive safety features may be of various types, including safe and arming mechanisms; out-of-line fuzing trains; material compatibility; electromagnetic compatibility; self-destruct capability; shock resistant design; ignition safety interlocks; dudding capability and protection against inadvertent jettison, release, or launch.

•  Nuclear Blast/Radiation
•  Inadvertent Arming
•  Fuze Detonation
•  Primer/Pyrotechnic Device Detonation
•  Inadvertent Jettison/Release/Launch
•  Inadvertent Electrical Initiation
•  FOD Potential
•  Burns.
•  Fire/Ignition Sources
•  Explosion/Overpressure
•  Gassing
•  Corrosion
•  Rocket Motor Ignition
•  Warhead Cookoff
•  Electromagnetic Interference/Pulse
•  Explosives/Chemical Incompatibility
•  Toxic Substances (liquid/gas)
•  Leakage.
•  Damage During Handling/Loading/Storing

Figure A-7. -- Element:  Payload/Armament (Block 8)

i.  Facilities (Block 9).  In conducting a risk analysis of an operation involving Air Force weapon systems it is often easy to overlook the facilities involved.  Figure A-8 may be helpful in identifying potential facility problems.  Building codes, Occupational Safety and Health Act (OSHA) and Air Force Occupational Safety and Health (AFOSH) standards usually cover the general safety design aspects of a facility’s construction.  However, it is unlikely that full consideration can be given to the way a facility may be used several years after construction.  Also, facilities, such as runways, may deteriorate over a period of time and pose a threat to safety.

(1) Buildings should have appropriate facilities for the safe storage of hazardous materials and appropriate venting of any toxic or asphyxiating gases.  Machinery and equipment should have required safety devices and noise levels should not increase the probability of mishap occurrence.

(2) When potential for injury from chemicals exists, appropriate antidotes or first aid should be available.  The need for eye wash and washdown facilities should be assessed.

(3) On occasion, temporary facilities or construction may be necessary for certain operations.  These facilities should not present significant hazards.

(4) Buildings housing any type of hazardous activity must be designed to be compatible with the enclosed operation.  The design should minimize the effects of any hazardous activity such as fire, explosion, toxicity, radiation, and asphyxiation.  Visual and aural warnings and alarms should be readily seen and heard.  The building design should further facilitate the rapid evacuation of occupants.  Fire extinguishing agents should be readily accessible and effective, but by themselves should not present a significant hazard to personnel.  An example here might be a high pressure Halon fire extinguishing bottle mounted in a manner such that, if inadvertently activated, it could fatally or critically injure a person near the nozzle outlet.

(5) Buildings housing lasers or other electromagnetic radiating devices should be designed to minimize hazards and provide controlled access.

(6) For air operations, runway conditions and airfield lighting should always be investigated for hazard potential.  Virtually any facility in an aircraft or aircraft engine environment should be evaluated for foreign object damage (FOD) potential.  Included are test cells, hangars, runways, engine runup areas, ramps, trim pads, and ramp accessways.

•  Hazardous Materials Storage
•  Escape Routes
•  Structural Durability
•  Traction (floors)
•  Environmental Control
•  Fire/Ignition Sources
•  Electrical Damage/Shock
•  Explosion/Implosion/Overpressure
•  Corrosion.
•  Warning Devices
•  Toxicity/Environmental Control Systems
•  Heights/Guard Rails/Stairs
•  Earthquake/Flood Vulnerability
•  Elevators
•  Temporary Facilities
•  Range Targets
•  Airfield Lighting
•  Emergency Lighting
•  Runway Condition
•  Runway Barrier Condition
•  FOD Potential
•  First Aid/Washdown
•  Missile Silo/Launch Facility
•  Controlled Access to Hazardous Areas
•  Fire Alarms/Extinguishers/Hazards (Halon, water deluge)

Figure A-8. -- Element:  Facilities (Block 9)

A-4. -- Amelioration (Block 10).

Amelioration is not a system element but is necessary for consideration.  Amelioration deals primarily with minimizing the effects of the mishap and avoiding possible follow-on mishaps.  Amelioration helps minimize loss.  It assumes that credible mishaps will occur, and evaluates the possible actions, which can reduce the severity of these mishaps.  The US Army’s effort to improve the crashworthiness of helicopters is an excellent example of a successful amelioration program.  The Army recognized that crash landings cannot be totally avoided, so they set out to incorporate all reasonable means to improve the survivability of helicopter occupants during a survivable crash.  Losses can continue to occur beyond the conclusion of the initial mishap, so post-mishap actions are also considered, as shown in Figure A-9.

•  Emergency Actions
•  Control of Energy Source Inputs
•  Control of Unwanted Energy Flow
•  Target Evacuation (personnel, equipment) Rescue -- Medical Services (first aid, transportation, treatment)
•  Rehabilitation (equipment, personnel)
•  Public Relations (relatives, neighbors)
•  Crashworthiness (structural, restraints, delethalization)
•  Energy Absorption
•  Post Crash Fire/Egress

Figure A-9. -- Element:  Amelioration (Block 10)

A-5. -- Preliminary Hazard List (Block 11).

Having defined mission and system elements (Block 1) and listed potential hazard/mishap causes (Blocks 2-9), the analyst is ready to perform a risk assessment of each of the hazards.  Those conditions that could possibly exist and contribute as causal factors in a mishap should be listed as requiring evaluation.  A worksheet might be devised and filled in to describe these possible hazards.  The analyst can then provide a completed copy of these assessment worksheets to someone more familiar with the particular operations being analyzed and have this individual comment as to the validity of the concern.  Depending upon the agencies involved, system safety groups, materiel safety task groups, safety review groups or similar activities may review and evaluate each item.

A-6. -- Interface Hazard Analysis (Block 12).

To this point, the effort has primarily consisted of gathering data on each individual element involved in the mission.  The interface hazard analysis considers interplay among the various elements and their effect upon each other.  This analysis requires a detailed understanding of both the physical and functional interfaces among aerospace vehicles, subsystems, facilities, and equipment.  Additionally, and very importantly, the interfaces between each of these items and the human must be analyzed.  Concurrent with all of these interface analyses, the analyst must consider the medium or environment in which the operation or function is to be performed.  The environment, whether natural or artificial, may impact the hardware, facilities, and people.

a.  Physical interface problems include the actual mating or fitting together of elements such as the way a pilot may fit into a cockpit or the way a missile is mounted on a launcher.  Another example of a physical interface may be the suitability of a runway for certain aircraft particularly in terms of length.  Clearance between vehicles or clearance between vehicles and facilities or equipment would also be classified under physical interface.  A final example of physical interfacing would be load carrying capability such as a load of bombs being too heavy for transportation or loading equipment.

b.  Functional interface analysis includes situations where one element inputs to another such as electrical or pressure functions.  Failure of the first element may result in no input or erroneous input to a second element and lead to a mishap.  In some cases, undesired inputs may cause a mishap such as electromagnetic radiation from an aircraft radar causing electrical squibs on ordnance items to fire.

c.  The environmental interface may not be an actual interface in the true sense of the word but is classified as such because of the criticality of environment in so called “acts of God” and other environment-related mishaps.  Certainly the aerospace vehicle, equipment, facility and people must be compatible with the environment in which they are located or under which they are operating.  These mission elements should be able to withstand and function safely under all expected meteorological conditions and induced or artificial environments.  A motor vehicle should operate safely on icy roads, buildings should be able to withstand high winds, an aircraft should be able to withstand a lightning strike, a mechanic should be able to safely function in cold weather, a pilot should be able to reach and operate necessary controls under conditions of acceleration and electrical contacts should not be affected by humidity-caused corrosion.  In many operations, the need for an environmental interface analysis may not be apparent but in the end may prove to be the most “eye-opening” analysis of them all.

A-7. -- Inputs (Blocks 13-21).

Existing material on the weapon system being operated and the type of mission being performed is most useful in assessing the overall risk of an operation.  This input material is extremely valuable in helping to determine the hazard severity or loss (Block 22), mishap rate or frequency (Block 23), and exposure (Block 24).  The contents of each input are covered in the following Tables.

•  End Item
•  Deficient Item Works With.
•  Deficient Item Interfaces With.
•  Functions/Materiel Affected
•  Mission Degradation/Constraints
•  Extent of Equipment Damage/Severity
•  Potential for Personnel Injury
•  Maintenance Feedback

Figure A-10. -- Element:  Deficiency/Service Reports (Input 13)

•  Experience with System/Subsystem Being Used
•  Logistics/Operations Factors
•  Mishap Causes
•  Recommendations for Preventing Recurrence
•  Extent of Damage/Injuries Lessons Learned

Figure A-11. -- Element:  Mishap Records/Experience (Input 14)

•  Development and Modification Analyses

••  Preliminary Hazard Analysis
••  Subsystem Hazard Analysis
••  System Hazard Analysis
••  Operating and Support Hazard Analysis

•  Analysis Methods

••  Fault Hazard Analysis
••  Fault Tree
••  Sneak Circuit Analysis
••  Failure Modes, Effects and Criticality Analysis

Figure A-12. -- Element:  Previous Hazard Analyses (Input 15)

•  Degree of Similarity

••  Operations
••  Systems
••  Weather/Climate/Terrain

•  Mishap/Incident Experience (Malfunction/
•  Failure/Damage)
•  Potential for Mishap
•  Adequacy of Training
•  Adequacy of Contingencies
•  Supervisory Requirements
•  Adequacy of Communications
•  Maintainability/Reliability Experience
•  Scheduling Pressure
•  Human Factors Experience
•  Commander’s Evaluation/Assessment

Figure A-13. -- Element:  Previous Similar Operations (Input 16)

•  Structural Limits vs. Operating Hours
•  Engine Operational Limits

••  Cycles
••  Overtemps
••  RPMs

•  Flight Envelopes
•  Ejection Envelopes
•  IFR/VFR Constraints
•  Takeoff Refusal/Abort Speeds
•  Maximum Range/Combat Radius of Aircraft
•  Range of Missile
•  Terrain Considerations
•  Minimum Equipment Requirements

Figure A-14. -- Element:  System Constraints (Input 17)

Figure A-15. -- Element:  Operating Requirements (Input 18)

•  Operations/Logistics/Test Plans
•  Safety Annexes/Range Safety
•  Emergency Procedures/Search and Rescue
•  Mission Planning/Briefing/Debriefing
•  Contingency Plans
•  Security/Sabotage Prevention
•  Special Mission Requirements

••  Combat Turnaround/Hot Refueling
••  Special Cargo

•  Special Tech Data
•  Interface Communications
•  Special Support
•  Mission Combat Realism
•  Formation Flying
•  Missile Launch Envelope
•  Special Training
•  Uniqueness of Mission
•  Protective Devices/Clothing
•  Joint Service Operations
•  Operations with Allies

••  Language
••  Equipment Interoperability

•  Maintenance Data Collection Systems
•  System Operating/Flight Hours
•  Frequency of Maintenance Actions
•  Number of Launches/Aborts
•  Number of Firings (guns/missiles)
•  Miles Driven
•  Population
•  Number of Items
•  Amount of Activity (man-hours per flight-hour, supply actions per sortie, etc.)
•  Number of Tests
•  Fleet Size
•  Remaining Useful Life (years/flying hours)

Figure A-16. -- Element:  Operations and Maintenance Records (Input 19)

•  System Safety Groups
•  System Safety Working Groups
•  Materiel Safety Task Groups
•  Product Improvement Working Groups

Figure A-17. -- Element:  Safety Review Minutes (Input 20)

•  Durability and Damage Tolerance Assessment
•  Aircraft Structural Integrity Program
•  Analytical Condition Inspection
•  Design Handbooks/Mil Primes
•  Programmed Depot Maintenance
•  Reliability Centered Maintenance
•  Lessons Learned Database

Figure A-18. -- Element:  Miscellaneous (Input 21)

A-8. -- Determination of Quantitative Risk (Blocks 22-25).

With the mission and system element assessment (Blocks 1 through 10), hazard lists (Blocks 11 and 12) and input data (Blocks 13-21) now available, the analyst is ready to determine the expected risk (expected loss), in either quantitative or qualitative terms.  A commonly accepted quantitative method is to multiply factors that represent future losses expected per mishap (loss rate), mishaps expected per time or event (mishap rate) and expected remaining life (exposure) expressed in time or event.  The result is risk (or total expected loss) if the deficiency is not corrected, or total risk for the planned operation being analyzed.  This method requires historical data of Blocks 13 through 21 on which to base the predictions.  Figure A-19 and A-20 provides some guidance.  If sufficient data does not exist, a qualitative approach should be used.

Direct Losses

•  Lives

••  Operators
••  Maintainers
••  Public/Other

•  Equipment/Material (replacement or repair)

••  Vehicle (aircraft, missile, satellite)
••  Subsystems (ECM pods, laser designators)
••  Ordnance
••  Cargo
••  Expendables (fuel, etc.)
••  Property (public and private)

Indirect Losses

•  Operational System

••  Recovery/Salvage Operations
••  Investigation Costs
••  Environmental Damage (plant/animal life)
••  Litigations/Liability
••  Burial/Medical and Disability Costs -- Training of Replacement Personnel
••  Lost Time Injury Costs
••  Insurance/Death Benefits
••  Loss of Skills and Experience
••  Loss of Mission Capability

•  Redesign Costs

••  Engineering Change Proposals
••  Modifications once system is deployed
•  Other Losses/Impact
••  Possible cancellation of program
••  Program schedule delays
••  Loss of fleet mission capability through grounding during inspection and repair/modification

•  System performance limitations because of mishap potential
•  Loss of confidence in system by operators, maintainers and public

Figure A-19. -- Determine Loss (L) per Mishap (Block 22)

 
R = L x M
x E

Where:

R = Risk
L = Loss Rate (L) from Block 22
M = Mishap Rate (M) from Block 23
E = Exposure (E) from Block 24

Example:

L = 1 aircraft per Class A mishap
M = 0.3 Class A mishaps per 100,000 flight hours
E = 500,000 flight hours
R = 1 X 0.3 X 500,000 = expected loss of 1.5 aircraft

Figure A-20. -- Determining Quantitative Risk (Block 25)

A-9. -- Determination of Qualitative Risk (Block 26).

As we have already said, there is sometimes insufficient data upon which to base a quantitative estimate of risk.  In other cases, a quantitative estimate may not be the most desirable.  It is often difficult to “sell” a number that represents the result of a quantitative risk analysis.  Numbers like 1 x 10-5 or once in four million events are often difficult for management to comprehend.  The commander/program manager may not “believe” the number or the analyst, himself, may have little confidence in his number.  What the commander/program manager may desire is a qualitative assessment that essentially lists the key problems, some unique concerns that may not be obvious, criticality of the problems and concerns and the likelihood of their occurrence.  Supplied with this information, the commander/program manager and staff can arrive at a course of action on whether to accept or reject the risk.  Oftentimes the staff’s years of experience serve as an “institutional memory” of lessons learned and may be the most valuable tool in the whole risk analysis effort.  Nevertheless, the better the hazard analyses and the more complete the input data, the more effective will be the output of this institutional memory.  Some sample methods of qualitative analysis follow.

•  No attempt to assign an absolute number
•  Inputs largely from past experience

••  Blocks 13-21 (documented)
••  Personal experience (undocumented)

•  Tools

••  Intuition
••  Deductive Analysis -- what things would happen to cause this particular mishap?
••  Inductive Analysis -- given this malfunction or failure, what mishap might result?
••  Trends (could also be quantitative)

Figure A-21. -- Determining Qualitative Risk (Block 25)

a.  Mishap Risk Assessment Value Analysis.  Perhaps the most commonly used safety analytical technique is the mishap risk assessment value.  This technique should not be used if sufficient mishap data exists pertaining to the mission or identified deficiency to conduct a quantitative risk assessment.  It can be used if a deficiency is identified before the deficiency causes a mishap, and should be used for an initial assessment of risk after a deficiency has been identified or a mishap has occurred.  It provides a means to subjectively quantify risk based on a qualitative evaluation of the severity and probability of occurrence of hazards associated with the identified deficiency.  This involves assigning arbitrary, dimensionless values to each classification of severity and probability, then multiplying the two numbers to obtain the risk assessment value.  For purposes of conducting a risk analysis of an Air Force operation involving the elements previously mentioned, one could compute the value using the frequency and severity of mishaps associated with each element, sum up these values and evaluate whether or not this total is acceptable.  Refer to Chapter 3 of this handbook or MIL-STD-882 for a discussion and examples of this technique.

b.  Sensitivity Analysis.  One of the more straightforward, and probably more meaningful, methods of qualitatively assessing risk is the sensitivity analysis.  Here, an assessment is made to ascertain how much each mission element contributes to the probability of a mishap occurring, the degree of mishap severity and the relative weight or importance a commander/program manager attaches to each of these elements in a given situation.  In this type of analysis, the analyst can change a few key parameters and test the impact, or sensitivity, on the final outcome.  If the impact is minimal, (i.e., the outcome changes very little, if at all) the analyst and his commander/program manager can treat the results with a higher degree of confidence.

(1) The analyst analyzes each element and assesses the probability of a mishap occurring primarily because of this element or totals the number of different hazards that may result primarily from this element.  Based on this assessment, a number is assigned to reflect this probability (zero through 5 as an example).  The analyst may later test the “sensitivity” by adjusting the probabilities to see what the overall effect may be.

(2) Mishap severity is assessed in a similar manner.  AFI 91-204 should be consulted for the definition of Class A, B, and C mishaps.

Mishap Probability

0 -- Not applicable or mishap impossible (no hazards)
1 -- Remote or very unlikely under any condition.  (very few, if any, hazards)
2 -- Unlikely under normal conditions (few hazards)
3 -- 50-50 chance of occurring under normal conditions (average number of hazards)
4 -- Above average chance of occurring or above average number of hazards
5 -- Very likely to happen or many hazards

Mishap Severity

0 -- No damage, injury or loss
1 -- No damage, injury or loss, but sets up conditions for potential loss
2 -- Minimal damage, injury or loss
3 -- Significant loss (Class C mishap or hazard with potential for major loss
4 -- Class B mishap
5 -- Class A mishap

Relative Weight (Subjective)

0 -- Irrelevant or no importance
1 -- Minimal importance
2 -- Important enough to warrant attention
3 -- Major concern -- warrants constant attention

Figure A-22. -- Sensitivity Analysis Values

(3) The relative weight, or importance, is one of the distinguishing features of a sensitivity analysis.  Here the commander/program manager has the opportunity to reflect his/her concerns.  For example, the commander may feel that people are the key to the success of a particular operation and may have some concerns as to their qualification levels, morale, stress or other factors.  In the commander’s mind, this may be an extremely important element and the relative weight column would receive a multiple of three.

(4) The probability, severity, and weight can then be multiplied to produce subtotal values for each element.  Some elements may not apply, reducing the total accordingly.  For example, weapon/armament may not apply in assessing risk associated with a radar system or ground vehicle operation.  Some pre-established ground rules should be set.  As an example, it might be stated that any class A mishap severity (rating of 5) with a probability of 3 or greater is unacceptable or any single element value of 50 or greater (right hand column of Figure A-23) is unacceptable.  Another guideline may state that any maximum table value (lower right hand corner) of greater than 200 is unacceptable or at least must be reviewed by the commander/program manager or a safety review board.

(5) There are a number of ways to perform sensitivity analyses.  Most commonly they are in the tabular form (see Figure A-23).  Problem areas, such as an unacceptably high probability of a mishap, can readily be spotted and action taken to reduce this probability and, in turn, lower the mishap potential.  That is to say, high numbers or trouble spots are readily spotted and supervisors can apply their efforts in areas where there is the highest potential payoff.

c.  Risk Exposure Analysis.  The previous example of an analytical technique, the sensitivity analysis, takes into consideration the commander/program manager’s concern by applying appropriate weights to the mission elements to reflect these concerns.  Along a similar vein, the analyst may substitute an exposure factor in place of the subjective weight factor and perform a similar computation.  Anticipated exposure rates may be projected from many sources such as the operations plan, reports of similar operations and maintenance records.

Mission Element
Mishap Probability
Mishap Severity
Relative Weight
Element Value

Vehicle/Subsystem
0 thru 5
0 thru 5
0 thru 3
Maximum of 75 (multiply first three columns)

Personnel
“.
“.
“.
“

Procedures
“.
“.
“.
“

Support Equipment
“.
“.
“.
“

Payload/Armament
“.
“.
“.
“

Facilities
“.
“.
“.
“

Environment
“.
“.
“.
“

Figure A-23. -- Sensitivity Analysis Format

Maximum of 525

A-10. -- Safety Assessment (Block 27)

a.  With the mission now analyzed and the risk factors well understood, it is time to convene a safety review board or something similar.  The purpose of such a review is to elicit the thoughts and opinions of the unit’s institutional memory -- those of experienced pilots, operations officers, maintenance supervisors, engineers, system safety personnel and others.  The key outputs of this board are the verification of the analyst’s findings, addition or deletion of safety concerns and recommendations for action.

b.  The next step along the way is to brief the commander/program manager.  This briefing should be concise, summarizing what was involved in the safety analysis with emphasis on the critical findings.  Recommendations of the safety review board should also be briefed to assist the commander/program manager and staff in arriving at a decision.

A-11. -- Decision Time (Blocks 28-40).

The remainder of the risk management procedure covers the action required, given the overall safety level of the system or operation.  This process starts at Block 28.  One choice may be to do nothing.  That is, accept the risk and proceed with the operation or live with the deficiency (Block 29).  Another possible option is to completely cancel the operation because of the high risk and obvious lack of means to reduce this risk to an acceptable level (Block 30).

a.  In between these two options lies a range of actions that could be taken to eliminate or reduce the level of risk.  These actions include:

(1) Revising Mission Requirements (Block 31).  The operations planners may not have been aware of the hazards involved in the operation.  Certain operations described in the operations plan may not be as essential as originally thought and modifying these operations could significantly reduce the risk.  In air operations, weapons delivery tactics may pose a hazard.  Turnaround time requirements for refueling and reloading munitions could be unrealistic and lead to safety problems.  Excessive workloads required of maintenance personnel might lead to fatigue and possible human error.  Air operations in a “crowded sky” environment may significantly increase risk.  Whatever the mission requirement, if it is causing safety problems, it should be considered for revision or possible elimination versus its essentiality to overall mission success.

(2) Consideration of an Alternate System (Block 32).  An action that may not be feasible for most operations, but nevertheless should be considered, is selection of an alternate weapon system or subsystem.  A mission selected for an F-4 aircraft may be done more safely by an F-15 because of performance characteristics.  Or perhaps a chase mission should be performed by a T-38 instead of an F-15, if only because the potential loss (L) would be so much less in terms of dollar resources in the case of the T-38.  In this case, degraded performance by the T-38 in comparison to the F-15 may be acceptable.  Instead of a system change, we may want to consider an alternate subsystem.  For example, a certain electronic countermeasures (ECM) pod may cause an unacceptable degree of electromagnetic interference with other electronic systems critical to safety of flight.  Using a different ECM system may be the solution to the problem.

(3) Redesign or Modification (Block 33).  This option may not be too viable for the short term in that a redesign requiring hardware modification is usually expensive and time consuming.  Nevertheless, depending on the long-term benefits, this is an action that must be considered.  At times, we may be concerned with a very minor change to the hardware that can be accomplished by the operational unit.  In some cases, it might be acceptable to operate with the known deficiency in the short term with action taken to provide a long-term solution, for example, a safety modification in accordance with AFR 57-4.

(4) Revising Procedures/Personnel Qualifications (Block 34).  Normally, revising the operational or support procedures may be the lowest cost alternative, especially when compared to expensive hardware procurement or modification.  Also, revising procedures usually will not eliminate a hazard but should significantly reduce the likelihood of a mishap or the severity of the effects.  A number of functions fall under the category of procedure revision, ranging from increased or improved training to the posting of caution or warning signs.  This category also includes increasing supervisor, operator and technician qualification procedures to improve safety.  Requiring protective clothing and protective equipment and rehearsal of emergency procedures are other actions that may serve to reduce the severity of a mishap.  Another consideration is to upgrade the qualification requirements of the operators, maintenance personnel, and supervisors.

(5) Revising Maintenance Requirements (Block 35).  This might involve using preferred part substitutes and instituting or changing time change requirements.  Increased inspection and other technical order changes might be sufficient.

b.  Determining Cost of Alternatives (Block 36).  Each alternative should be evaluated not only for its dollar cost but also for its impact or “cost” to mission performance.  The dollar costs are usually straightforward, but the impact on the mission may be measured in terms of degraded weapons delivery accuracy, reduced number of sorties, reduced speed with which the operation is accomplished or a number of other mission parameters.  A great deal of judgment may be involved in trading off the cost versus benefits of the various alternatives.  Extending the mission turnaround time of a fighter aircraft from 20 minutes to 30 minutes may improve safety but have an unacceptable impact on mission accomplishment.  On the other hand, changing ECM pods as described earlier may only slightly degrade one’s ability to jam an enemy’s radar but greatly reduce hazardous EMI effects on radios, radar and electro-optical devices.  The basic question to be asked is, “what is the cost of safety worth?”  If a case can be made for a $200,000 training program having the potential of saving two $15 million aircraft and two pilots over a 5-year period, the decision is easy to make -- spend the money for training now!  However, a $10 million modification having the potential to save one $8 million aircraft over a similar 5-year period may not be justified.  Oftentimes we overlook the total benefits derived from safety efforts.  The partial list of the cost of mishaps provided back in Table E-19 will help in determining the benefits of mishap prevention.  The list of direct losses deals primarily with losses incurred in mishaps involving operational systems.  Should the operation involve a developmental system where safe design may help to reduce life cycle cost, then some of the indirect costs should be added to the list.  Some of those costs could be attributed to a failure on the part of the developing agency to properly apply system safety engineering principles during the design of a system.  This type of failure could also lead to problems with liability.

c.  Choosing a Solution (Blocks 37-39).  Having looked at a number of alternatives and traded off their associated costs versus the benefits they offer, the decision-makers must now choose among several courses of action.  Once again, cancellation of the entire operation may be an acceptable solution (Block 37).  Modifying the operation in some way, either with an alternate weapon system/subsystem, revised procedures, better qualified personnel, or modified weapon system/subsystem may be cost effective and be chosen as the solution (Block 38).  Or the decision-maker may decide that the costs of changing things are too high or the benefits too minimal when compared to the relatively low risk and accept this risk without any modifications (Block 39).

d.  Any solution involving risk assumption should be subsequently validated to determine if the decision was a correct one (Block 40).  Figure A-22 defines some validation criteria.

•  Validation occurs after modification has obtained sufficient field experience
•  Validation could be initiated by

••  Routine actions (review of field data at predetermined milestone)
••  Incident-generated actions

•••  Mishap/HAP
•••Discovery of adverse trend

•  Validation requires

••  Record of risk assumption decision
••  Preservation of the record
••  Access to the record

•  Validation is required to

••  Improve existing risk assessment techniques
••  Identify need for new risk assessment technique
••  Identify faulty techniques which have been used in other risk assessments and resulted in invalid risk assumption decisions

Figure A-22. -- Validation of Risk Assumption Decision (Block 40)

A-12. -- Final Comments.

Regardless of the final decision, the increase in knowledge to the operating unit or responsible agency gained by performing a risk analysis as outlined herein can only serve to make the managers, supervisors, operators and support personnel more aware of the operational hazards involved and of some means to combat them.  But this will only happen if a dedicated effort is made to inform the troops -- from top to bottom -- of the hazards involved.  These people can help to reduce the risk but must first be armed with the necessary information.  As emphasized throughout this guide, the procedure outlined here is not an absolute method -- only an approach suggested by the Air Force Safety Center.  Any suggestion for improving the guide or other comments are solicited and welcomed.  Hopefully, the operating units or major commands will forward “real-world” risk analyses to AFSC as information copies to be used in refining this procedure.  Comments, suggestions, copies of risk analyses, or other correspondence should be forwarded to HQ AFSC.

Additional guidance and tools can be found in AFPAM 91-215, Operational Risk Management (ORM)

